Analysing a router dynamically
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# 개요

기하급수적으로 발전하는 네트워크는 현대 사회에 필수적인 존재가 되었다. 따라서 개인의 생각, 계획, 사상이나 조직간의 기밀, 중요한 내용들 또한 네트워크를 통해 흐를 수 있으며 문제는 이전부터 제기되어 왔던 소위 빅 브라더라 불리는 국가의 감시이다. 이는 터무니 없는 얘기가 아닌데 2013년 6월 10일 NSA와 GCHQ 등의 정보기관들이 전세계 통화기록과 인터넷 사용정보등의 개인 정보를 PRISM이라는 프로그램을 통해 무차별 수집, 사찰해온 사실이 내부 고발로 인해 폭로된 적 있으며 대한민국의 경우 국가정보원에서 도청을 위한 해킹 프로그램을 구입한 것이 사실로 밝혀진 적 있다.

이처럼 국가나 어떤 집단에 의해 네트워크가 도청 될 수 있다는 것은 큰 문제이다. 그러므로 이를 해결하기 위해 라우터 상에서 동작하는 백도어를 탐지하는 것이 이번 연구의 궁극적인 목표이다. 라우터에 숨어있는 백도어를 탐지하기 위해 여기서는 SNMP 프로토콜을 활용하여 라우터 인터페이스 간 흐르는 트래픽을 분석해 백도어를 식별하는 동적인 접근 방법을 택하였다.

정상적인 라우터라면 인풋과 아웃풋이 크게 차이 나지 않겠지만 도청을 위한 라우터의 경우 모든 패킷을 수용할 수 없으므로 주기적으로 이를 어딘가로 내보내야 한다. 이 때 인풋과 아웃풋이 크게 차이가 날것이라 가정하고 연구를 진행하였다. 또한 MIB는 표준 MIB만을 사용하였으며 연구는 직접 국가기관의 도청 프로그램을 구할수 없어 실제 네트워크 장비가 아닌 Dyamips를 통한 가상 환경에서 진행되었다.